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1
Decision/action requested

This contribution proposes to add a conclusion on the key issue #1.
2
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3
Rationale

This contribution proposes to add a conclusion on the key issue #1.

Solution 7 Authentication and Authorization between EEC and EES is based on the KAMF generated during the primary authentication. 

To authenticate requests from the UE at the EES, the KEES is used to establish an IPsec SA between the UE and EES.
4
Detailed proposal

**** START OF CHANGE ****

7.1
Conclusions for Key Issue #1
.Solution #7:Authentication and Authorization with the Edge Data Network is recommended as basis for normative work for roaming case.
**** END OF CHANGE ****

